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Introduction
The Internet of Things (IoT) is an important topic in technology, 
industry, policy, and engineering circles and has become headline 
news in both the specialty press and the popular media. 

This technology is embodied in a wide spectrum of networked 
products, systems, and sensors, which take advantage of 
advancements in computing power, electronics miniaturization, 
and network interconnections to offer new capabilities not 
previously possible. 
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The large-scale implementation of IoT devices promises to transform many
aspects of the way we live.
For consumers, new IoT products like Internet-enabled appliances, home
automation components, and energy management devices are moving us
toward a vision of the “smart home’’, offering more security and energy-
efficiency.

Other personal IoT devices like health monitoring devices are transforming
the way healthcare services are delivered.

IoT systems like networked vehicles, intelligent traffic systems, and sensors
embedded in roads and bridges move us closer to the idea of “smart cities’’,
which help minimize congestion and energy consumption.

However, IoT raises many issues and challenges that need to be considered
and addressed in order for potential benefits to be realized.
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A number of companies and research organizations like Cisco, Morgan Stanley
and McKinsey Global Institute have offered a wide range of projections about
the potential impact of IoT on the Internet and the economy during the next five
to ten years.

Some observers see the IoT as a revolutionary fully–interconnected “smart”
world of progress, efficiency, and opportunity, with the potential for adding
billions in value to industry and the global economy. Others warn that the IoT
represents a darker world of privacy and security violations.

This paper presents an overview of the basics of IoT and some of the key
security and maintenance issues and questions that this technology raises from
the perspective of the Internet Society.
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1- The Internet of Things, also called the internet of 
Objects, refers to a wireless  network between objects, 
usually the network will be wireless and self-configuring 
such as household appliances 

2- The term "Internet of Things", has come to describe a 
number of technologies and research disciplines that enable 
the internet to reach out into the real world of physical 
objects.
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With increasing world population, 
devices grow up in great rates.

Microcontrollers, sensor advancements, 
cloud-based soft & hardware, …. Lead to 
IoT acceleration.
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IOT technology is necessary to realize the following:

population and disaster avoidance
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Application areas of IoT
The potential applications of 
IoT expected to create value 
for industry and users are 
shown in Table 1. 
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illustration of a solution 
allowing for remote 
monitoring of bedside 
diagnostics. Which is just 
one application for the 
internet of things within the 
health care  environment
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To 
identify 

and  
track the 
data of 
things

To collect 
and process 
the data to  
detect the 
changes in 
the physical 
status of 
things. 

To  enhance 
the power of 
the network 
by devolving 
processing 
capabilities 
to different 
part of the 
network.

To make 
the smaller 
things have 
the ability 
to connect 
and 
interact. 
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The ability to detect changes in the physical status of 
things is essential for recording changes in the 

environment.

Wireless sensor technology play a pivotal role in 
bridging the gap between the physical and virtual 
worlds, and enabling things to  respond to changes in 
their physical environment. Sensors collect data from 
their environment, Generating information and raising 
awareness about context.
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Sensor Market includes: Micro-electromechanical systems 
(MEMS)- based sensors, optical sensors, ambient light 
sensors, gesture sensors, proximity sensors, touch sensors, 
fingerprint sensors and more.
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Solution of the main challenge:

1- Education and Information

2- legislation
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Positives versus  Negatives of the IOT

Central aspects for the success of the upcoming IOT are: 

1- Education and Information
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There is  lack of legal  instruments  concerning : 

2- legislation
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Maintenance with the Internet of Things 

The main reason for applying IOT to manage our assets is predictive maintenance.
Rather than performing routine calendar-based inspections and component
replacement, predictive techniques monitor equipment for pending failures and
notify us when a part replacement is required. Sensors embedded in equipment
check for abnormal conditions and trigger work orders when safe operating limits
are breeched.
When a predictive maintenance strategy is working effectively, maintenance is only
performed on machines when it is required, thus reducing the parts and labor
costs associated with replacements. With more and more systems shipping with
Internet connectivity, the concept of predictive maintenance is likely to expand
exponentially in the Internet of things.
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IOT  will be applied more and more to the 
following  fields   
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Conclusions
IoT is considered as a revolutionary, fully interconnected “smart” world, with
relationships between objects and their environment and people becoming
more tightly networked.

While the potential IoT benefits are significant, a number of potential challenges
may stand in the way of this vision – particularly in the areas of security; privacy;
interoperability and standards; legal, regulatory, and rights issues; and the
inclusion of emerging economies. The Internet of Things is happening now, and
there is a need to address its challenges and maximize its benefits while
reducing its risks.
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The Internet Society cares about IoT, because it represents a growing aspect of
how people and institutions are likely to interact with and incorporate the
Internet into their personal, social, and economic lives. Solutions to
maximizing the benefits of IoT while minimizing the risks will not be found by
engaging in a polarized debate that pits the promises of IoT against its possible
dangers. Rather, in dialogue and collaboration across a range of stakeholders
to plot the most effective ways forward.

The main reason for applying IOT to manage assets is predictive maintenance.
Rather than performing routine calendar-based inspections and component
replacement, predictive techniques monitor equipment for pending failures
and notify us when a part replacement is required. Sensors embedded in
equipment check for abnormal conditions and trigger work orders when safe
operating limits are violated.

.
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When a predictive maintenance strategy is working effectively,
maintenance is only performed on machines when it is
required, thus reducing the parts and labor costs associated
with replacements. With more and more systems shipping
with Internet connectivity, the concept of predictive
maintenance is likely to expand exponentially in the Internet
of things
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